|  |
| --- |
|    |
| (Полное наименование оператора) |

## Приказ

## об организации обработки и защиты ПДн

|  |  |
| --- | --- |
| \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ г. | № \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  |

В целях исполнения Федерального закона N 152-ФЗ от 27 июля 2006 года "О персональных данных" на предприятии:

ПРИКАЗЫВАЮ:

1.Назначить ответственным за организацию работы с персональными данными (далее по тексту - ПДн): \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

2.Осуществлять режим защиты ПДн на основании принципов и положений:

а) Концепции информационной безопасности.

б) Политики информационной безопасности.

3.Осуществлять режим защиты ПДн в отношении данных перечисленных в Перечне ПДн, подлежащих защите.

4.Провести  проверку информационных систем персональных данных (далее по тексту - ИСПДн) на предмет:

а) Классификации ИСПДн.

б) Определения режима обработки ПДн в информационной системе.

в) Установления круга лиц участвующих в обработке ПДн.

г) Выявления угроз безопасности ПДн.

5.Разработать и внедрить:

а) План мероприятий по обеспечению защиты ПДн.

б) Перечень по учету применяемых средств защиты информации, эксплуатационной и технической документации к ним.

в) План проверок состояния ИСПДн.

г) Порядок резервирования и восстановления работоспособности ТС и ПО, баз данных и СЗИ.

д) Инструкцию администратора безопасности ИСПДн.

е) Инструкцию пользователя по обеспечению безопасности обработки ПДн, при возникновении внештатных ситуаций.

6.Контроль за исполнением настоящего приказа оставляю за собой.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
|  |   |   |  |   |   |
|  | (должность) |  | (личная подпись) |  | (расшифровка подписи) |